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Abstract

Efficient Algorithm for the Secred Sharing Scheme

Aki SHODA

Risk, such as eavesdropping and data loss, follows on storage of the information
on a computer. The Secred Sharing Scheme(SSS) is one of the safty method of data
conservation. In this paper, we consider efficent algorithm for the SSS. we conduct an

investigation into SSS for the extension field GF(2™) and method of calculation.

key words Secred Sharing Scheme(SSS), (k,n)threshold SSS, finite field, extension

field

—11 -



