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Abstract

A Secure Digital Contents Communication Services in Mobile

Environments

Yoshihiko TANIFUJI

According to the explosive introduction of ” Browser Phone”, the internet using mo-
bile environments will be a new communication method. In those communications, both
of users and contents providers require secure contents communications mechanism be-
cause of anxious using in network transactions.

In this paper, a secure contents communications method is proposed, which has secure
protocols using encrypted contents and there decryption key. The method uses SAS
key one time authentication protocol which brings its secure communications and key
distribution for contents decryption. The introduction of SAS-K which is bring secure

interfaces because of doing authentication and key communication at the same time.

key words Mobile Internet Contents delivery  Electronic Commerce  SAS

authentication Half the indication Cryptosystems
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