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Abstract

The decision technique of an information security policy in

an organization

Momo Tokaji

In recent years, the crime using networks is increasing rapidly such as unjust access.
The technique of defining a security policy in an organization attracts attention in
performing an information security. At this time, the technique of defining a "security
policy” in an organization attracts attention in performing an information security. A
security policy is a policy express system of an organization, the view over an information
security of one, and the way of tackling which receives.

The purpose of this research is verifying the decision technique of a security policy.
In order to attain this purpose, I verified the standard BS7799 of Britain which adopted
the security policy. And as the means, I tried to introduce BS7799 at the Kikuchi
laboratory. Consequently, I conclude that BS7799 has not turned to a small-scale com-
pany. Human and time cost start introduction of BS7799, and the security strength
obtained as compared with cost is too small in a small-scale organization. The to some

extent large organization can spare a staff and time for the security measure is fit for

introduction of BS7799.
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