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Abstract

An Encription Communication Method with SAS

Tatsuya Konishi

I propose a new method that realizes secure and speedy encription communications.
Moreover, I compare with a existing method.

The SSL(Secure Socket Layer) is most used in Web communication systems. How-
ever, the SSL has costs because the SSL uses a public-key cryptography for a key
agreement. Therefore, such technique is useless for many machines: mobile phones and
servers which has many user.

In this thesis, I propose a new method which solves such problems. The new
method applies SAS(Simple and Secure) password authentication method, In addition

I evaluate and compare with SSL that is encipherment communication form.
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