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Abstract

The Authentication System for Broadband Web Services

Shintarou Nagai

A multi-view browsing technique is required because broadband services and mul-
tipart communication systems are increasing. If a user uses such technique, he has to be
authenticated by plural web sites. An authentication procedure is applied by a public-
key cryptography or a secret-key cryptography. Public-key authorization systems have
costs, and the SAS-2 (Simple And Secure password authentication protocol, Ver.2) au-
thentication method applied a secret-key cryptosystem which has little costs. “ Single

b

Sign On ” can unify some authentications. However, that system has two problems:
expensive and high-load, because such system is applied a public-key cryptosystem. In
this thesis, I propose a new method using the SAS-2 and eliminate the problems that

trouble to the existing studies.

key words Broadband, Browsing, one time authentication method, public-key cryp-

tography, secret-key cryptography, Single Sign On

—ii —



