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Abstract
Embedding of the secrecy information in document data

Kazuaki Yasutomo

Now, there is MH system, the character size changing method, etc. as one of the
digital watermark techniques. However, the danger of the former that quality
degradation of the picture after embedding may take place, the latter will have
the problem of being easy to have big influence on vision, and informational
embedding will be perceived was high.

This research proposes and considers a character interval conversion
embedding method as the digital watermark technique of the new document data
in the document data, which solves the problem of MH system and the character
size changing method. It is made not to affect vision by shifting a character
interval per point by this technique by stopping the quality of document data and
shifting a character interval at intervals of a stake to per people's eyes. When this
technique was used, by shifting at intervals of the character of 0.6 points showed

burying and putting information till around 20% of the amount of texts.
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