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Abstract

A Smart Card Authentication System

for Use in Community Data Centers

Fumitaka OHGAKI

With recent improvements in processing speed and the increase in memory capac-
ity of smart cards, the use of multi-application smart cards that can download many
applications has spread widely in the last few years. Therefore it is now possible for
users to access many services with smart cards.

In fiscal 2002, the Japanese government did research and development concerning a
Community Data Center which can provide government and private services via multi-
application smart cards. Smart cards used in that research contained user authentication
applications. However, it was not easy for service providers with no technical know-
how about smart cards to develop those applications, and when new applications are
downloaded in an issued smart card, transactions and considerable time are required.

In this thesis, we propose a multi-application smart card authentication system, us-
ing the Community Data Center, that is convenient for both users and service providers.

We also evaluate a developed system
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