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Abstract

SSS on DDMP
—Approach of effective SSS—

KONDO Yoshiaki

Secret Sharing Scheme (SSS) is a scheme for one of the data storage. Data storage
scheme is required high security and strong for disaster. SSS satisfies these two con-
ditions. But SSS have a problem that take for long calculation time. This paper aim
at to suggestion of speed up it by adapting a data driven processor. Until now, it was
the mainstream to use von Neumann type processor, but this processor is sequential
processing. Data driven processor is characterized by parallel computation and effective
pipeline processing. So we improve the calculation time by this two characteristics.

We implement a program of SSS algorithm written by Data Flow Graph. Data
flow graph is a things to describe program to work on data driven processor. And we
simulate the program by the simulator. As a result, encryption time is shortened. But

decryption time became slow.
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