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Abstract

SAS-2 Key-free Application System

Tomoya NAKAHARA

In recent years, electronic key systems with IC (integrated circuit) cards or special-
purpose machines are used at office buildings for gate control. From now on, that
these electronic key systems come to be used in various scenes will be expected as the
importance of the security policy with identification increases. However, the research
on application of an electronic key authentication system is not done almost until now.
By the conventional system, it is unsuitable for use in an organization unit like office
because a user can’t duplicate an electronic key in security.

In this paper, I have proposed a node key system applied to a one-time password
authentication protocol, SAS-2 (Simple And Secure password authentication protocol
and Ver.2), which enables the key duplicate by each office administrators in office build-
ing especially. In this system, the improvement protocol which can duplicate a spare
key safely is needed. I have proposed this improvement protocol and evaluated the use-
fulness of this system. Finally, I have shown that the high convenient key-free system

for office buildings is realizable by using improvement SAS-2 protocol.
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