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Abstract

An Implementation of authentication system using a cellular

phone with a Non-Contact type IC Card

KOUYAMA, Shinichi

In recent years, Non-Contact type IC Card which is sending and receiving of data
by using wireless communication is used for service such as electronic money and tickets,
etc. Also a cellular phone came to have functions such as electronic money or a credit
card because Non-Contact type IC Card was put on a cellular phone. To offer these ser-
vice safely, it is necessary to perform the certification , which prevent a user who does
not have authority that receive the service receive the service at illegality. However,
the authentication of the service that used a Non-Contact type IC Card almost used
methods of a production number or password which is saved into Non-Contact type IC
Card. It is possible for illegal user to pretend regular user because these methods does
not change authentication information sending at authentication.

In this paper, I have proposed an authentication system that use a cellular phone
which has a Non-Contact type IC Card which applied an one-time password atuhen-
tication methods SAS-2 which changes a certification information every time. I make
an proposal of authentication system on cellular phone with Non-Contact type IC Card

and evaluate transaction speed.

key words  anthentication, one-time password, SAS-2, Non-Contact type IC Card
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