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Abstract

Implement Of SAS-2 Key-free Application System

OGISHI, Hirokazu

In recent years, electronic key systems with with IC cards or special purposema-
chines are widespread at office buildings and university buildings for gate control. eec-
tronic key systems is a system that controls permission/non-permission of the key open-
ing and shutting that uses IC card and special purposemachines as an electronic key in
the electron. There are a lot of one of the electronic key system that has been intro-
duced widely at present to use the Reusable Password method used repeating the same
Password[ butO Reusable Password method has danger of receiving damage of disguis-
ing it when password between an electronic key and the authentication server will be
being communicated. There is a one time password method of Every time password is
changed for the disguise.

O In this paper, High safety for the disguise and possible to high-speed process it even
with a small terminal like the cellular phonel implement and the evaluation of the elec-
tronic key system that uses the one time password method SAS-2(Simple And Secure

password authentication protocol, Ver.2)) .
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