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Abstract

Image Steganography with Distinct Embedding Techniques

Shinji HIRAMI

Image steganography is a technique to embed secret information into an image data
not to be noticed. Though the image looks ordinary, only people who know the method
to decode it can read the embedded information. It is important for steganography
methods not to be noticed by malicious outsiders. Even if some doubt is cast upon
the image with embedded information, the risk of spending much time and cost on
decrypting can be kept lower as long as the decoding method is unknown.

This paper proposes a new method that uses distinct embedding techniques to-
gether. One technique is used to embed secret information and the other is used for
decoy. Though outsiders could decrypt the image, they would take the decoy for the
important information. Even if they had known the possibility of decoy, they could not
see whether the information is right one or not until they could decrypt completely both
the decoy and the secret information.

Proposed method uses two embedding techniques. The first is the technique to
embed information into low frequency ingredients of DCT coefficients. The second
is the technique to embed directly into pixel value of image data. With these two
techniques, two kinds of information can be embedded successfully into image data.
Embedded information can be gotten separately. This paper also shows the experiments

of measuring the quality of images that are embedded with proposed method.
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