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Abstract

A secure wireless communication system

Okamura, Dai

In recent years, the wireless LAN connected to a network using wireless communi-
cations has spread. The movement is easy and the cost is cheap, because LAN cable
is unnecessary. The wireless LAN treats the electric wave. There is danger of tapping
and the disguise. Security countermeasures such as authentication and a code are re-
quired. However, there is no money in many companies. Therefore, vulnerable wireless
LAN equipment is used. A secure communication system is built using old wireless
LAN equipment. It encodes data by using one-time password authentic method SAS-2.
A secure communication system is realized in an old wireless LAN environment using
SAS-2. Cost is reduced by enciphering by software. A proposal system is actually built.

Security, cost, and speed are evaluated.
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