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Abstract

Research of digital watermark to QR code

Karita Koichiro

The QR code is pasted to the magazine, the poster and the web screen , and used
for advertising service now. The user reads the QR code with a portable terminal, The
user receives various services of the coupon acquisition and Access to web site, etc. The
percentage of those who is using the QR code to access the Web site is about 70 percent
of the cellular user. However, the camouflage of the QR code is easy, and the user has
the possibility that service cannot be used or access an illegal site.

In this paper, to confirm the validity of the QR code, we studied the method of
embedding authentication information by the digital watermark. We proposed the dig-
ital watermark method to consider trouble resistance, and embedded it and an existing
digital watermark method under the QR code. As a result, We discovered that the
trouble resistance is better proposal method than existing method, and the volume of

information is worse the proposal method than existing method.
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