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Abstract

A VoIP call control system for mobile terminal

Tomoki, Nakano

In recent years, the environment that they can use the public net have been pro-
moted by the spread of public wireless LAN. In addition, the user of smartphone is
increasing year by year and there is a forecast to increase number of introduced compa-
nies. Additionally, movement to integrate the public telephone net and the IP network
is advanced because promoting the internet and improving internet connection speed.
In the movement, VoIP(Voice over Internet Protocol) to communicate the voice-data
by the IP network is used. The user who use VoIP can be voice communication at a
low price away from home. However, VoIP communicaions using a public network has
a risk of being intercepted by third party. As previous research on this issue, there is
SAS-Phone which is developed by Ono et al. SAS-Phone can be highly confidential
VoIP communications. Previous studies, the voice communication is realized but we
can not call to any intended party.

In this study, we develop the system as necessary call. In addition, we compare

existing system with proposing system then evaluate burden on the terminal.
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