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Abstract

Proposal of Secure Cloud storage Platform

Kouchi, Takeaki

Many Cloud service aiming at backup and sharig of information have appeared such
as Dropbox, Evernote, SugarSync, etc. Depositing data in the Cloud service will release
information to the donor of the Cloud service, and the administrator of the Cloud service
may peruse a user’s data. A third party accesses a user’s account unjustly according
to a service obstacle, and we are anxious about carrying out information. Which had
changed into the state which can log in, without Dropbox entering a regular password
temporarily in June, 2011, and became a big problem. When a third party accesses
unjustly the Cloud service used for a certain reason, information may flow out. In this
study, we propose a platform to implement the user to control the information, you can

safely use the cloud, to be evaluated.
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