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Abstract

A Study on Secure Remote Control Methods

SHINGAI, Tatsuro

In recent years, communication carriers provides public Wi-Fi services in train sta-
tions, airports, the city.This service if you are in possession of the terminal corresponding
to the standard of Wi-Fi, you can be utilized.However, sometimes it is provided in a non
password in such public Wi-Fi service.In such a case, there is a risk of eavesdropping
the communication content from the malicious third party. To solve this problem, there
is a remote control.However, the existing products, continue to use a single encryption
key. Therefore, it is not maintained confidentiality of communication contents to be
eavesdropping key.

In this paper, I proposed a method to change the encryption key at regular time
intervals and went the application development of applying the proposed method.As a
result, In a network that does not safety is secured, it has become possible higher than

the existing products confidential communication.
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