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Abstract

Study of throughput improvement of Router in measures of

DNS amp attack

Naoto ADACHIO Akihiro SIMIZU

In recent years, a DDoS attack that prevents provide essential services for specific
hosts or networks is increasing worldwide.DDoS attack is an attack that gives the ex-
cessive load on the network by sending from multiple vulnerable hosts, all at once a
large amount of data.Also, can not track the attack source host because it is using the
required protocol in business, it is a defense is difficult to attack.

In this paper, we propose a processing capacity Improvement of the router in mea-
sures of DDoS attacks using a distributed filtering. In the proposed method, pick up
the DNSamp attack as a typical DDoS attack. Then, to evaluate the throughput in
the case of using the method and the proposed method using an existing distributed

filtering.

key words Distributed Denial of Service attackld DNS amplifier

i





